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Federal Rules of Evidence 902(13) and 902(14) Streamline 
Authentication Requirements for Electronic Data 
In 2017, subsections 13 and 14 were added to Federal Rule of Evi-
dence 902. As the subsections are brief, they are included here:

The following items of evidence are self-authenticating; they 
require no extrinsic evidence of authenticity in order to be admitted:

(13) Certified Records Generated by an Electronic Process 
or System. A record generated by an electronic process or sys-
tem that produces an accurate result, as shown by a certifica-
tion of a qualified person that complies with the certification 

requirements of Rule 902(11) or (12). The proponent must 
also meet the notice requirements of Rule 902(11).

(14) Certified Data Copied from an Electronic Device, Stor-
age Medium, or File. Data copied from an electronic device, 
storage medium, or file, if authenticated by a process of digital 
identification, as shown by a certification of a qualified person 
that complies with the certification requirements of Rule 
902(11) or (12). The proponent also must meet the notice 
requirements of Rule 902(11).1

What these subsections represent is a streamlining of authen-
tication requirements, reducing the expense and inconvenience in 
getting certain forms of electronic data authenticated. They seek to 
accomplish this by allowing a party to authenticate records generat-
ed by an electronic system or data copied from electronic devices or 
files without the need for a foundation witness. 

Making Use of the Subsections Lends Itself to Our Current 
Environment
Given the paucity of cases surrounding subsections 13 and 14, they 
are either being underutilized2 or used with very few objections from 
adverse parties.3 They should be used more and are particularly useful 
now for a few reasons. First, people in general are spending more time 
online and presumably creating more electronic data.4 Second, people 
are increasingly more aware of this kind of data, and this kind of data is 
taking on an increasing level of importance.5 Third, the pandemic has 
caused individuals and companies—which previously may have been 
more amenable to certifying business records or the like—to focus on 
more pressing needs. Now a single “qualified person,” using forensical-
ly sound methods, can certify diverse kinds of electronic data, includ-
ing corporate emails, social media from different platforms, footage 
from surveillance devices or drones, and text messages.6 

Federal Rules of Evidence 
902(13) and 902(14)— 
A Useful Tool for Electronic Data
JORDI C. MARTÍNEZ-CID

Among the myriad ways the coronavirus 
pandemic has disrupted our lives has 
been how it has caused people to spend 
increasingly more time online or engaged 

with electronics, and it has forced the legal system 
to adapt its practices to carry out its duties in an 
effective manner. As a result, practitioners should 
be aware of the relatively new and sometimes 
overlooked Federal Rules of Evidence 902(13) 
and 902(14). These subsections deal with how 
litigants can authenticate certain kinds of electronic 
data. Given that there will presumably be more 
electronic data that could become evidence 
and that the judiciary is actively seeking how to 
modernize evidentiary hearings and trials, litigators 
should familiarize themselves with these rules 
because of their benefits
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While there is always a practical reason for why a litigator might 
want to use these subsections—namely to not call a foundation 
witness and all that it entails—pandemic-related changes to the 
legal system make the subsections even more attractive. For those 
remaining in-person hearing and trials, the subsections allow practi-
tioners to avoid dealing with foundation witnesses who may not be 
willing to expose themselves to public spaces or risk air travel under 
the current conditions. For remote evidentiary hearings and trials, 
practitioners can avoid being at the mercy of foundation witnesses 
and their computers, the strength of their internet connections, and 
their facility with video-conferencing software. And, given that the 
subsections require that adverse parties be given reasonable notice, 
lawyers will often be apprised of real disputes regarding the evidence 
ahead of the hearing or trial and can adequately prepare.

Complying With the Requirements of the Subsections Is 
Relatively Simple
One of the primary differences between the subsections is that sub-
section 13 allows for the authentication of data output by electronic 
systems, while subsection 14 allows for the authentication of copies 
of data from electronic systems. Despite certain courts not focusing 
on the differences between the subsections,7 parties should take pre-
cautions to ensure they are proceeding under the correct subsection. 
As one commentator synthesized the difference, subsection 13 deals 
with data generated by computers while subsection 14 deals with 
data generated by people.8

Regardless of which subsection is the correct one for the elec-
tronic data, the party needs to obtain a written certification by a 
“qualified person” or custodian.9 Self-serving declarations by counsel 
for the proponent of the evidence are insufficient.10 Generally speak-
ing, a qualified person is one who understands how the data system 
operates and is often an IT specialist, an investigator, a forensic ac-
countant, or a litigation support/e-discovery specialist. This qualified 
person or custodian should be able to attest to the following:

•  They are familiar with and have requisite education or skills to 
use the process or system that produces the data.

•  The process or system used is forensically sound and capable of 
producing accurate results.

•  The data constitutes a “Record of a Regularly Conducted Activi-
ty” under Federal Rule of Evidence 803(6)(A)-(C). 

•  A jurat or declaration under oath, which may differ depending 
whether the evidence is a domestic or foreign record.

Ideally, the certification should be detailed, include the above 
declarations, and highlight steps taken to ensure reliability and 
accuracy.

Depending on the record retrieved, special care should be taken 
with regard to the metadata, which is the “structural information of a 
file[.]”11 Metadata is different from the underlying record or data and 
is normally not accessible to users. It is referenced by the advisory 
committee notes, and courts oftentimes focus on this metadata to 
determine authenticity.12 The rule also requires that the record and 
certification be made available for inspection and that the adverse 
party has “reasonable written notice of the intent to offer the re-
cord[.]”13 

That the data is authentic does not mean that it is admissible. As 
the subsections only deal with the authenticity of the data, they do 

not suddenly bring certain kinds of electronic data into the ambit of 
becoming evidence, and they do not address the ownership, control, 
reliability, or relevance of the evidence. The subsections address 
neither the accuracy of the data nor its substance, and they are not by 
themselves capable of overcoming a hearsay objection.14 Therefore, 
practitioners may want to consider whether the qualified person 
should address relevancy, chain of custody, and identity issues refer-
enced in Federal Rules of Evidence 401 and 901 to arrive at the end 
goal of having the evidence introduced.15 

Practitioners Should Pay Attention to the Rule Early and 
Make Greater Use of It
Parties often fail to focus on trial-related issues at the outset of a case; 
this is a mistake. Practitioners need to think about the collection and 
authentication of data as early as possible. This is particularly true 
given the ephemeral nature of some electronic data. Ensuring proper 
collection of the data can prove the difference with regard to more 
“modern” lawsuits, such as ones involving allegedly defamatory 
statements made through various social media platforms, including 
TikTok, that can be modified or removed in an instant. But it can 
also be crucial even in more “traditional” litigation cases.

For example, in a case alleging breach of contract, metadata and 
other electronic information showed that the defendant could not 
have breached the contract attached to the complaint because that 
contract was not in existence at the time of the supposed breach. The 
other party, unable to locate and authenticate the contract that was 
presumably in place, decided to negotiate a settlement on terms very 
favorable to the defendant. In other cases, the subsections have been 
cited to defeat assertions by criminal defendants that they had been 
prejudiced and could not obtain evidence from a computer data-
base,16 and they may have been instrumental in the failure to oppose 
a motion to compel arbitration.17 Further, providing the certification 
and notice to the adverse party well ahead of an evidentiary hearing 
or trial can avoid unnecessary objections and litigation posturing, or 
could strengthen claims that the opposing party is acting in bad faith 
or with a misunderstanding of the facts.

As explained, Federal Rules of Evidence 902(13) and 902(14) are 
useful, easy-to-use tools that should form part of a federal litigator’s 
arsenal. The pandemic makes them all the more useful and valuable. 
Practitioners and parties can reduce costs and save time and effort in 
authenticating data using those subsections and can utilize them as 
offensive or defensive tools in litigation. �

Jordi C. Martínez-Cid is a partner in the Miami 
office of León Cosgrove, LLP, where he 
specializes in media and international litigation 
and arbitration. Martínez-Cid is a graduate of 
Yale Law School and is a former federal law 
clerk and a former in-house attorney at 
NBCUniversal. Responses are welcome. 
Copyright © 2020 by Jordi C. Martínez-Cid.
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